
Your Cyber Review 
Why you should book your Cyber Review today!

Undertaking your Cyber review should be a constructive and 
collaborative process that enables your business to enhance your 
cyber maturity without adding significant complexity and costs.  

That’s why Security in Depth developed the Cyber Assurance Risk Review 
(CARR) program – and over the last five years have worked with more 
financial advisors on cyber than any other organisation in Australia.

CARR provides you with the ability to implement the most effective Cyber Security 
measures, that are recognised both globally and locally by organisations such as, 
The Australian Cyber Security Centre, ASIC, and the Federal Court of Australia to 
protect your business from cyber threats.

Cyber Maturity isn’t just about your business technically proficient – as we have 
seen with the impacts of recent cyber incidents with Optus and Medibank – Cyber 
is a business issue. Our team works with you, and we work with your IT team to 
implement the right structures and processes for Cyber maturity. 

We believe we understand your business,  
your IT infrastructure and your day to day 
requirements better than any other organisation 
in Australia – having worked with and currently 
supporting over 1,300 Financial Practices around 
the country with the CARR program – we have 
seen it all.

Our focus is to work with you – to provide you with 
a cyber solution that is easy to understand, that 
supports your existing infrastructure and allows 
you to focus on your core business. Our focus 
most importantly is to help keep your business 
safe from cyber-attacks, to help keep your 
customer and staff data from being accessed by 
the wrong people and our focus is to ensure that 
from a business perspective that you have done 
everything necessary from a legal and regulatory 
perspective to be safe.

IDENTIFY
The business purposes are identified  
and managed.

PROTECT
The policies, procedures, and processes to manage 
environmental and operational requirements.

DETECT
Maintenance and testing to ensure timely awareness.

RESPOND
Response process is in place to ensure timely 
reponse to any detected cyber security event.

RECOVER
Ensures timely restoration of systems of assets 
effected.

Protect your business  
(and your clients) now!

Highly unlikely to experience a 
cyber event in the next 12 months

Unlikely to experience a cyber event 
in the next 12 monthss

Medium risk of experiencing a 
cyber event in the next 12 months

Potential risk for a cyber event to 
occur in the next 12 months

High level of a cyber incident 
occuring within the next 12 months
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Contact:

1300 041 042
carr@securityindepth.com

Melbourne.   Sydney.   Perth.   Brisbane.   London

Initial CARR Review :

Discounted Price:  $495 plus GST 

Book in your Initial CARR Review

Follow up Review: 

Discounted price:  $295 plus GST   
(Validation of remediations, to be done and booked  
in 3 – 6 months after your initial Review)

*Link to book in your follow up review will be emailed to you  
in due course once you have completed your initial Review.

https://outlook.office365.com/owa/calendar/CentrepointAllianceSecurityinDepth@securityindepth.com/bookings/s/xYXzNule8UCnllqXYUQBqA2

